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Form 

I. SOLICITATION/CONTRACT FORM 

The terms and condi tions set forth in solicitation SPE300-24-R-X0 16 are incorporated into subject contract. 

The following documents are incorporated by reference into the subject contract: your final offer, which is being accepted by the 

Government to form this contract, Soli citation SPE300-24-R-X016 dated September 23, 2024. 

II. PERFORMANCE PERIOD: 

A. Effective Period of the Contract: 

November 17, 2024 through November 13, 2027 

Ordering commences on November 17, 2024 with first deliveries beginning November 25, 2024 for Troop customers . 

B. ESTIMATED DOLLAR VALUE/GUARANTEED MINIMUM/MAXIMUM 

The guaranteed minimum on this contract is $15,000.00. The maximum ceiling on this contract is $1 ,125,000.00 . 

Ill. ORDERING CATALOGS 

The following are part of Bimbo Bakeries' offer and are hereby incorporated as part of subject contract: 

SUPPLIES OF SERVICES AND PRICES 

ITEMS: Fresh Bread and Bakery Items listed in Attachment 1 of this document. 

CUSTOMERS: DoD Troop Customers in the North Florida Zone listed in Attachment 2 of this document. 

FOB TERMS: FOB Destination for all items . 

CATALOG #: DoD Troop customers in Group 4 - Pensacola will order under SPE300-25-D-W003. Bimbo Bakeries will invoice in 

accordance with the customer's orders. 

Bimbo Bakeries will not invoke any additional charges for emergency orders (defined as an order that is placed for same day 

delivery). 

DELIVERIES AND PERFORMANCE 

The following are the designated plant locations for the performance of this contract for all contract line items: 

CONTINUED ON NEXT PAGE 
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Place of Performance: 

Bimbo Bakeries USA 
3310 Panthersville Rd 
Decatur, GA 30034 

Bimbo Bakeries USA 
272 Broughton Street 
Orangeburg, SC 29115 

Bimbo Bakeries USA 
320 E. Main Street 
Valdese, NC 28690 

Bimbo Bakeries USA 
7110 English Muffin Way 
Frederick, MD 21704 

Toufayan Bakery of Florida , Inc. - Orlando 
3826 Bryn Mawr Street 
Orlando, Florida 32808 

Part 12 Clauses 

SPE300-25-D-W003 

52.204-1 9 INCORPORATION BY REFERENCE OF REPRESENTATIONS AND CERTIFICATIONS (DEC 2014) FAR 

252.204-7009 LIMITATIONS ON THE USE OR DISCLOSURE OF THIRD-PARTY CONTRACTOR REPORTED CYBER IN CIDENT 
INFORMATION (JAN 2023) DFARS 

252.204-7012 SAFEGUARDING COVERED DEFENSE INFORMATION AND CYBER INCIDENT REPORTING (DEVIATION 2024-00013) 
(MAY 2024) DFARS 

(a) Definitions. As used in th is clause 

Adequare securily means protec tive meas ures that are commensura te wi th the conseq uences and probabi lity of loss, misuse, or unauthorized access to, or 
modification of informat ion. 

Compromise means disc losure of in fo rmat ion to unau thorized persons, or a violation of the security policy of a system, in which unauthorized intentional or 
unintentional disclosure, modificat ion, des truction, or loss of an object, or the copying of information to unauthorized media may have occurred. 

Con/ractor allributional/proprierary informal ion means in formati on that ident ifies the contrac tor(s), whether directly or indirectly, by the grouping of 
information that can be traced back to the contracto r(s) (e.g., program descri pt ion, facility loca tions) , personally identifiable information, as well as trade 
secrets, commercial or fi nancia l information, or other commercially sensi tive information that is not customarily shared outside of the company. 

Con /rolled 1ec/111ical information means techn ical in fo rmation with mili tary or space app lication that is subject to controls on the access, use, reproduction, 
modification, performance, display, release, disclosure, or d issemination. Controlled technical in formatio n would meet the cr iteria, if disseminated , for 
distribution statements B through Fus ing the cri teria se t fo rth in DoD Instruc tion 5230.24, Distr ibution Statements on Technical Documents. The term docs 
not include information that is law fully publi cly available without restrictions. 

Covered conrracror informalion sys/em means an unc lassified in formation system that is owned, or opera ted by or for , a contractor and that processes , stores, 
or transmits covered defense in fo rmat ion. 

Covered defense informal ion means unclassified contro lled technical information or other information , as described in the Controlled Unclassified 
Information (CUI) 

Registry at http://www.archives. 0 ov/cui/registry/ca tegory-list. html that requires safeguarding or dissemi nation controls pursuant to and consistent with law, 
regulations, and Governmentwi de policies, and is --

CONTINUED ON NEXT PAGE 
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( I) Marked or otherwise identified in the contract, task order, or delivery order and provided to the contractor by or on behalf of DoD in support of the 
performance of the contract; or 

(2) Collected, developed, received , transmitted, used, or stored by or on bchal f of the contractor in support of the perfo rm ance of the contract. 

Cyher incident means actions taken through the use of computer networks that result in a compromise or an actual or poten tia lly adverse effect on an 
info rmation system and/or the information residing therein. 

Forensic ana~ysis means the practice of gathering, retaining, and analyz ing computer-rela ted data for investiga ti ve purposes in a manner that main tains the 
integrity of the data. 

!nformatio11 :,ystem means a discrete set of information resources organi zed for the collection, processing, maintenance, use, sharing, dissemi nation, or 
disposi ti on of information. 

Malicious so/iware means computer so ftware or firmware intended to perform an unauthori zed process that will have adverse impact on the confidential ity, 
integrity, or availability of an information system. This definition includes a virus, worm, Trojan horse, or other code-based entity that in fects a host, as well 
as spyware and some form s of ad ware. 

Media means physical devices or writing surfaces including, but is not limited to , magnetic tapes, optical di sks, magnetic disks, large-scale integration 
memory chips, and printouts onto whi ch covered defense information is recorded, stored , or printed within a covered contractor information system. 

Operationally critical support means supplies or services designated by the Government as critical for airlift, scalift , intermodal transportation services. or 
logis ti cal support that is essential to the mobilizati on , deployment, or sustainment of the Armed Forces in a contingency operati on. 

Rapidly report means within 72 hours of discovery uf any cyber incident. 

Technical infrmnation means technical da ta or computer software, as those terms are defined in the clause at DFARS 25 2.227-7013 , Rights in Technical Data 
--Other Than Commercial Products and Commercial Services, regardl ess of whether or not the clause is incorporated in thi s solicitation or contract. 
Examples of technical information include research and engineering data, engineering drawings, and associated li sts, spcci Ii cati ons, standards, process 
sheets, manual s, technical reports, technical orders , catalog-item identilications. data sets, studies and analyses and related information, and computer 
software executable code and source code. 

(b) Adequate security. The Contractor shall provide adequate securi ty on all covered contractor information systems. To provide adequate security, the 
Contractor shall implement, at a minimum, the followi ng info rmation security protections: 

( I) For covered contractor information systems that arc part of an In formation Technology (IT) service or system operated on behal f of the Government , the 
followi ng security requirements apply: 

(i) Cloud computing services shall be subject to the securi ty requirements specifi ed in the clause 252.239-70 I 0, Cloud Computing Services, of th is contract. 
(ii ) Any other such IT service or system (i .e., other than cloud computing) shall be subject to the security requirements specified elsewhere in this contract. 

(2) For covered contractor information systems that arc not part ofan lT service or system operated on behalf of the Government and therefore are not 
subject to the security requirement speci tied at paragraph (b )(I) of thi s cl ause, the following security requirements apply: 

(i) Except as provided in paragraph (b)(2)(ii) of this clause. the covered contractor information system shall be subject to the security requ irements in 
National Institute of Standards and Technology (N IST) Special Publication (SP) 800- 171, ''Protecting Controlled Unclass ifi ed In fo rmation in Non federal 
In fo rmation Systems and Organizations", Revision 2 (available via the internet at http ://dx.doi .org/ l 0.6028/NIST.SP.800-1 7 1 ). 

(ii)(A) The Contractor shall implement NIST SP 800-17 1, as soon as practical , but not later than December 3 1, 201 7. For al l contracts awarded prior to 
October I, 201 7, the Con trac tor shall noti fy the DoD Chief In fo rmation Officer (CIO), via email at osd.d ibcsia@mail.mil within 30 days of contract award, 
of any security requirements specified by NIST SP 800- 171 not implemented at the time of contract award. 

(13) The Contrac tor shall submi t requests to vary from NIST SP 800- 171 in writing to the Contracting Officer, for consideration by the DoD CJO. The 
Contrac tor need not implement any security requirement adjudicated by an authori zed representative of the Doi) CIO to be nonappli cable or to have an 
al ternative, but equally effective, security measure that may be implemented in its place. 

(C) If the DoD CIO has previously adjudicated the contractor's requests ind icating that a requirement is not appli cable or that an alternati ve security measure 
is equally effecti ve, a copy of that approval shall be provided to the Contracting Officer when requesting its recogniti on under this contract. 

(D) If the Contractor intends to use an ex ternal cloud service provider to store , process, or transmit any covered defense information in perfo rmance of th is 
contrac t, the Contractor shall require and ensure that the cloud service provider meets security requirements equivalent to those es tablished by the 
Government for the Federal Risk and Authorization Management Program (FcdRJ\MP) Moderate baseline (htlps://www.fedramp.gov/resources/documents/) 
and that the cloud service provider complies with requirements in paragraphs (c) through (g) of this clause for cyber incident reporting, malicious software, 
med ia preservation and protection. access to addi tional information and equipment necessary for forensic analysis , and cyber incident damage assessment. 

CONTINUED ON NEXT PAGE 
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(3) Apply other information systems security measures when the Contractor reasonably determi nes that information systems security measures, in addition to 
those identified in paragraphs (b)(l) and (2) of this clause, may be required to provide adequate sec urity in a dynamic environment or to accommodate 
special circumstances (e.g. , medical devices) and any individual, isolated , or temporary deficiencies based on an assessed risk or vulnerability. These 
measures may be addressed in a system security plan. 

(c) Cyber incident reporting requirement. 

( I) When the Contractor discovers a cybcr inc ident that affects a covered contractor information system or the covered defense information residing therein, 
or that affects the contractor's abili ty to perform the requirements of the contract that are designated as operationally critical support and identified in the 
contract, the Contractor shall --

(i) Conduct a review for evidence of compromise of covered defense information, including, but not lim ited to, identifying compromised computers, ervers, 
specific data, and user accounts. Thi s review shall also include analyzing covered contractor information system(s) that were part of the cybcr incident, as 
well as other information systems on the Contractor's network(s) , that may have been accessed as a result of the incident in order to identify compromi sed 
covered defense information, or that affect the Contractor's ability to provide operationally critical support; and 

(ii ) Rapidly report cyber incidents to DoD at hrtps://dibnet.dod.mil. 

(2) Cyber incident report. The cyber incident report shall be treated as information created by or for DoD and shall include, at a minimum, the required 
elements at https://dibnet.dod.mil . 

(3) Medium assurance certificate requirement. In order to report cyber incidents in accordance with this clause, the Contractor or subcontractor shall have or 
acq uire a DoD-approved medium assurance cert ificate to report cyber incidents. For information on obtaining a DoD-approvcd medium assurance certificate, 
sec https://public.cyber.milleca/. 

(d) Malicious so/iware. When the Contractor or subcontractors discover and isolate malicious software in connection with a reported cybcr incident, submit 
the malicious software to DoD Cyber Crime Center (DC3) in accordance with ins tructions provided by DC3 or the Contracting Officer. Do not send the 
malicious software to the Contracting Officer. 

(c) Media preservation and protection . When a Contractor di scovers a cybcr incident has occurred, the Contractor shall preserve and protect images of all 
known affec ted information systems idcnti tied in paragraph ( c)( I )(i) of this clause and all relevant monitoring/packet capture data for at least 90 days from 
the submission of the cyber incident report to allow DoD to request the media or dec line interest. 

(f) Access to additional information or equipment necessa,yforforensic analysis. Upon request by DoD, the Contractor shall provide DoD with access to 
add iti onal information eq uipment that is necessary to conduct a forensic analysis. 

(g) Cyber incident damage assessment activities . If DoD elects to conduct a damage assessment, the Contracting Officer will request that the Contractor 
provide all of the damage assessment in formation gathered in accordance with paragraph (e) of this clause. 

(h) DoD safeguarding and use of contractor attributionallproprietarv infimnarion. The Government shall protect agains t the unauthorized use or release of 
information obtained from the contractor (or derived from information obtained from the contractor) under this clause that includes contractor attributional/ 
proprietary information, including such information submitted in accordance with paragraph (c). To the maximum extent practicable, the Contractor shall 
identify and mark attributional/proprietary information. In making an au thorized rel ease of such information, the Government will implement appropriate 
procedures to minimize the contractor attributional/proprietary information that is included in such authorized release, seeki ng lo include only that 
information that is necessary for the authorized purposc(s) for which the informati on is being released. 

(i) Use and release of contractor attributional/proprieta,y infi;nnation not created by orjiJr DoD. Information that is obtained from the contractor (or 
derived from information obtained from the contractor) under this clause that is not created by or for DoD is authorized to be released outside of DoD --

( I) To entities with missions that may be affected by such information; 

(2) To entities that may be called upon to assist in the diagnosis, detection , or mitigation of cyber incidents; 

(3) To Government entities that cond uct counterintelligence or law enforcement investigations; 

(4) For national securi ty purposes, including cybcr situational awareness and defense purposes (i ncluding with Defense Industrial Base (DIB) participants in 
the program at 32 CFR part 236); or 

(5) To a support services contractor ("reci pient") that is directly supporting Government activities under a contract that includes the clause at 252.204-7009, 
Limi tations on the Use or Disclosure of Third-Party Contractor Reported Cyber Incident Information . 

(j) Use and release of conrractor atrributional/proprietary in/i;rmation created bv orfor DoD. Information that is obtained from the contractor (or derived 
from information obtained from the contractor) under thi s clause that is created by or for DoD (including th e information submitted pursuant to paragraph (c) 

CONTINUED ON NEXT PAGE 
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of this clause) is authorized to be used and released outside of DoD for purposes and activities authorized by paragraph 

(i) of thi s clause, and for any other law ful Government purpose or ac tiv ity, subject to all applicable statutory, regul atory, and policy based restrictions on the 
Government's use and release of such information. 

(k) The Contractor shall conduct activities under this clause in accordance wi th applicable laws and regula tions on the interception , monitoring, access, use, 
and disclosure of electronic communications and data . 

(I) Other safeguarding or reporting requirements. The sa feguarding and cyber incident reporting req uired by thi s clause in no way abrogates the Contractor's 
responsibility for other sa feguarding or cybcr incident reporting pertaining to its unclass ifi ed information systems as required by other applicable clauses of 
this contrac t, or as a result of other applicable U.S. Government statutory or regulatory requirements. 

(m) Subcontracts. The Contractor shall --

(I) Include this clause, including thi s paragraph (m), in subcontrac ts, or similar contractual instruments, for operationally cri tical support, or for which 
subcontrac t performance will involve covered defense information, including subcontrac ts for commerci al products or commercial services, without 
alteration, except to identify the parties. The Contractor shall determine if the information required for subcontractor performance reta ins its identity as 
covered defense information and wi ll require protection under this clause, and, if necessary, consult wi th the Cont racting Officer; and 

(2) Require subcontractors to --

(i) Notify the prime Contractor (or next higher-tier subcontractor) when submitting a request to vary from a NIST SP 800- 171 security requirement to the 
Contracting Officer, in accordance with paragraph (b)(2)(ii)(B) of thi s clause; and 

(ii) Provide the incident report number, automatically ass igned by DoD. to the prime Cont rac tor (or next hi gher-tier subcontractor) as soon as practicable, 
when reporting a cyber incident to DoD as required in paragraph ( c) of this clause . 

(End of clause) 

252.204-701 4 LIMITATIONS ON THE USE OR DISCLOSURE OF INFORMATION BY LITIGATION SUPPORT CONTRACTORS (JAN 
2023) DFARS 

252.215-7014 EXCEPTION FROM CERTIFIED COST OR PRICING DATA REQUIREMENTS FOR FOREIGN MILITARY SALES INDIRECT 
OFFSETS (DEC 2022) DFARS 

52.222-26 EQUAL OPPORTUNITY (SEP 2016) FAR 

52.222-50 COMBATING TRAFFICKING IN PERSONS (NOV 2021 ) FAR 

252.223-7009 PROHIBITION OF PROCUMENT OF FLOURINATED AQUEOUS FILM-FORMING FOAM FIRE-FIGHTING AGENT FOR 
USE ON MILITARY INSTALLATIONS (OCT 2023) FAR 

52.226-8 ENCOURAGING CONTRACTOR POLICIES TO BAN TEXT MESSAGING WHILE DRIVING (MAY 2024) FAR 

52.232-40 PROVIDING ACCELERATED PAYMENTS TO SMALL BUSINESS SUBCONTRACTORS (MAR 2023) FAR 

252.232-7006 WIDE AREA WORKFLOW PAYMENT INSTRUCTIONS (JAN 2023) DFARS 

As prescribed in 232.7004 (b), use the following clause: 
(a) Definitions. As used in this clause -
Depar1111en1 of Defense Acti vity Address Code (DoDAAC) is a six posi tion code that uniquely identifies a unit, ac tivi ty , or organization. 
Document type means the type of payment request or recei ving report ava ilable for creation in Wide Arca Work Flow (WA WF) . 
Local processing office (L PO) is the office responsible for payment certification when payment certification is done external to the entitlement system. 
Payment request and receiving report are defined in the clause at 252.232-7003. Electronic Submission of' Payment Requests and Receiving Reports. 
(b) Electronic invoicing. The WA WF system provides the method to electroni ca lly process vendor payment requests and receiving reports, as authorized by 
Defense Federal Acquisi tion Regul ation System (DFARS) 252.232-7003, Electroni c Submiss ion of Payment Requests and Receiv ing Reports. 
(c) WA WF access. To access WA WF, the Contractor shall -
( !) Jl avc a designated electronic business point of contact in the System for Award Management at https://www.sam.gov and 

CONTINUED ON NEXT PAGE 
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(2) Be registered to use WA WF at https://waw f.eb.mil/ following the step-by-step procedures for self-registration availab le at thi s Web site. 
(d) WA WF rraining. The Contractor should follow the training instructions of the WA WF Web-Based Training Course and use the Practice Training Site 
before submitting payment requests through WA WF. Both can be accessed by selecting the " Web Based Trai ning" link on the WA WF home page at hllps :// 
wawf.eb.mil/. 
(e) WAWF merhods of documenr submission. Document submissions may be via Web entry, Electronic Data Interchange, or File Transfer Protocol. 
(f) WA WF paymenr insrrucrions. The Contractor shall use the following information when submilling payment requests and receiving reports in WA WF for 
this contract or task or delivery order: 
(I) Document type. The Contractor shall submit payment requests using the fo llowing document type(s): 
(i) For cost-type line items, including labor-hour or time-and-materials, submit a cost voucher. 
(ii) For fixed price line items -
(/\) That require shipment ofa deliverable , submit the invoice and rece iving report specified by the Contrac ting Officer. 
(Contracting Officer: Insert applicable invoice and receiving report document type(s) for fi xed price line items that require shipment of a deliverable .) 

(13) For services that do not require shipment of a deliverable, submit either the Invoice 2in I, which meets the requi rements for the invoice and receiving 
report, or the applicable invoice and receiving report, as specified by the Contracting Officer. 

(Contracting Officer: Insert either " Invoice 2 in I" or the applicable invoice and receivi ng report document typc(s) for fixed price line items for servi ces.) 
(iii) For customary progress payments based on costs incurred, submit a progress payment request. 
(iv) For performance based payments, submit a performance based payment request 
(v) For commercial fina ncing, submit a commercial financing reques t. 
(2) Fast Pay requests arc only permitted when Federal Acqui si tion Regulation (FAR) 52.2 13- 1 is included in the contract. 
[Note: The Contractor may use a WA WF "combo" document type to create some combinati ons of invoice and receiving report in one step. ] 
(3) Document routing. The Contractor shall use the information in the Routing Data Tab le below only lo fill in applicable fields in WA WF when creating 
payment requests and receiving reports in the sys tem. 
Routing Data Table * 

Field Name in WAWF 
Data to be entered in 

Guidance 
WAWF 

Pay Official DoDAAC (If blank, see resulting 
award) 

Issue By DoDAAC (If blank , see resulting 
award) 

Admin DoDAAC (If blank , see resulting 
award) 

Inspect By DoDAAC (If blank, see resulting 
award) 

Ship To Code (If blank , see resulting 
award) 

Ship From Code (If blank , s e e resulting 
award) 

Mark For Code (If blank, see resulting 
award) 

Service Approver (If blank, see resulting 
(Do DAAC) award) 

Service Acceptor (If blank, see resulting 
(Do DAAC) award) 

Accept at Other DoDAAC (If blank , see resulting 
award) 

LPO DoDAAC (If blank, see resulting 
award) 

DCAA Auditor DoDAAC (If blank, see resulting 
award) 

Other DoDAAC(s) (If blank , see resulting 
award) 

(* Contracting Officer: Insert appli cable DoDAAC information. If multiple ship to/acceptance locations apply, insert " Sec Schedule" or "Not applicable.") 
(** Contracting Officer: ff the contract provides for progress payments or performance-based payments, insert the DoDAAC for the contract admini stration 
office assigned the functions under FAR 42.302(a)( 13).) 
( 4) Payment request. The Contrac tor shall ensure a payment request incl udes documentation appropriate to the type of payment request in accordance wi th 
the payment clause, contract financing cl ause, or Federal Acquisition Regulation 52.216-7, Allowable Cost and Payment , as app licable. 
(5) Receiving report. The Contractor shall ensure a receiving report meets the requirements o f DFARS Appendix F. 
(g) WA WF point of contact. (!) The Contractor may obtain clarification regard ing invoici ng in WA WF from the followi ng contrac ting activity's WA WF 
point of contact. 

CONTINUED ON NEXT PAGE 



CONTINUATION SHEET REFERENCE NO. OF DOCUMENT BEING CONTINUED : 
SPE300-25-D-W003 

Part 12 Clauses (CONTINUED) 

(Con/racling Officer: Jnserl applicable informalion or "Nol applicable. ") 
(2) Contact the WA WF helpdcsk at 866-6 I 8-5988. if assistance is needed. 

(End of Clause) 

52.233-3 PROTEST AFTER AWARD (AUG 1996) FAR 

PAGE 9 OF 9 PAGES 

252.244-7000 SUBCONTRACTS FOR COMMERCIAL PRODUCTS OR COMMERCIAL SERVICES (NOV 2023) DFARS 

252.245-7003 CONTRACTOR PROPERTY MANAGEMENT SYSTEM ADMINISTRATION (APR 2012) DFARS 

252.245-7005 MANAGEMENT AND REPORTING OF GOVERNMENT PROPERTY (JAN 2024) DFARS 

52.253-1 COMPUTER GENERATED FORMS (JAN 1991) FAR 

252.204-701 8 PROHIBITION ON THE ACQUISITION OF COVERED DEFENSE TELECOMMUNICATIONS EQUIPMENT OR SERVICES 
(JAN 2023) DFARS 

52.204-27 PROHIBITION ON A BYTEDANCE COVERED APPLICATION (JUN 2023) FAR 

52.204-28 FEDERAL ACQUISITION SUPPLY CHAIN SECURITY ACT ORDERS -- FEDERAL SUPPLY SCHEDULES, 
GOVERNMENTWIDE ACQUISITION CONTRACTS, AND MUL TI--AGENCY CONTRACTS (DEC 2023) FAR 

52.204-30 FEDERAL ACQUISITION SUPPLY CHAIN SECURITY ACT ORDERS -- PROHIBITION (DEC 2023) FAR 

Attachments 

List of Attachments 

Description File Name 

ATTACH_Attachment_1_ Attachment 1 - Schedule of 
_Schedule_of_ ltems Items (SOl).xlsx 

ATTACH_Attachment_2_ Attachment 2 - Delivery 
Delivery Schedule Schedule.xlsx 

ATTACH_Attachment_3_ Attachment 3 - Request for 
_Request_for_New_ltem_F New Item Form.pdf 

arm 
ATTACH_Attachment_ 4_ Attachment 4 - STORES 

STORES EDI Manual EDI manual.pdf 
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Group 4

		ORDERING_POINT		SHIPTO		CUSTOMER_NAME		CUSTOMER_FACILITY		CUSTOMER_BUILDING		ADDRESS1		ADDRESS2		CUSTOMER_CITY		CUSTOMER_STATE		CUSTOMER_ZIP		COUNTRY		SERVICE

		CGFL05		Z30327		USCG STATION DESTIN		USCG STATION DESTIN		US COAST GUARD FACILITY		2000 MIRACLE STRIP PKWY		GALLEY PARKING AREA DELIVERIES		DESTIN		FL		32541		US		CG

		CGFL05		Z12110		CGC DAUNTLESS		CGC DAUNTLESS		NAS PENSACOLA		280 TAYLOR RD.		PIER B		PENSACOLA		FL		32508		US		CG

		CGFL05		Z12102		CGC DILIGENCE		CGC DILIGENCE		NAS PENSACOLA		280 TAYLOR RD.		PIER AREA		PENSACOLA		FL		32508		US		CG

		N00204		N00204		NAS PENSACOLA		NAS GALLEY (601)				2 TAYLOR RD				PENSACOLA		FL		325080000		US		NV

		N00204		N2991K		USNS APALACHICOLA (T-EPF 13)		USNS APALACHICOLA (T-EPF 13)				150 HASE RD (PIER C)				PENSACOLA		FL		32508		US		NV

		N00244		N29797		USNS CODY (T-EPF 14)		USNS CODY (T-EPF 14)		AUSTAL VISITOR CENTER		1 DUNLAP DR				MOBILE		AL		36602		US		NV

		N00244		N21637		ATLANTIC MARINE ALABAMA MAIN GATE		USNS COMFORT (T-AH 20)				MAIN GATE DUNLAP DRIVE				MOBILE		AL		36602		US		NV

		N00244		N21377		USNS JOHN LENTHALL (T-AO 189)		USNS JOHN LENTHALL (T-AO 189)		ALABAMA SHIPYARD		660 DUNLAP DRIVE		PIER G NORTH		MOBILE		AL		36602		US		NV

		N00244		V46246		USNS COMFORT (T-AH 20)		USNS COMFORT (T-AH 20)				660 DUNLAP DRIVE				MOBILE		AL		36602		US		NV

		N00244		N23195		USNS ROBERT E PEARY		ALABAMA SHIPYARD LLC				660 DUNLAP DRIVE				MOBILE		AL		36602		US		NV

		N00244		N29001		USNS WILLIAM MCLEAN (T-AKE 12)		ALABAMA SHIPYARD, LLC				660 DUNLAP DRIVE				MOBILE		AL		36602		US		NV

		N00244		N23192		ALMIRANTE MONTT MOBILE		USNS SACAGAWEA @ MOBILE		BAE SYSTEMS SOUTHEAST SHIPYARD		660 DUNLAP DRIVE				MOBILE		AL		36652		US		NV

		N00244		N2991K		USNS APALACHICOLA (T-EPF 13)		USNS APALACHICOLA (T-EPF 13)				1 DUNLAP DRIVE				MOBILE		AL		36602		US		NV

		N03774		N33319		NAVAL AIR STATION PRISON CAMP		NAVAL AIRSTATION PRISION CAMP		BLDG 3374		NAVAL AIRSTATION PRISION CAMP				PENSACOLA		FL		32508		US		NV





